show security policies

from-zone Internet to-zone Internal {

 policy policy\_in\_VPN-GCP-RTB-PROD {

 match {

 source-address [ addr\_10\_36\_4\_0\_24 addr\_10\_36\_3\_0\_24 addr\_10\_36\_2\_0\_24 addr\_10\_36\_1\_0\_24 ];

 destination-address [ addr\_172\_16\_4\_0\_24 192.168.239.0/24 ];

 application any;

 }

 then {

 permit;

 }

 }

 policy policy\_in\_wizard\_dyn\_vpn {

 match {

 source-address any;

 destination-address any;

 application any;

 }

 then {

 permit {

 tunnel {

 ipsec-vpn wizard\_dyn\_vpn;

 }

 }

 }

 }

 policy policy\_in\_VPN-GCP-RTB-BOOT {

 match {

 source-address addr\_10\_36\_0\_0\_24;

 destination-address addr\_172\_16\_4\_0\_24;

 application any;

 }

 then {

 permit;

 }

 }

}

from-zone Internal to-zone Internet {

 policy All\_Internal\_Internet {

 match {

 source-address any;

 destination-address any;

 application any;

 }

 then {

 permit;

 }

 }

 policy policy\_out\_VPN-GCP-RTB-PROD {

 match {

 source-address [ addr\_172\_16\_4\_0\_24 192.168.239.0/24 ];

 destination-address [ addr\_10\_36\_4\_0\_24 addr\_10\_36\_3\_0\_24 addr\_10\_36\_2\_0\_24 addr\_10\_36\_1\_0\_24 ];

 application any;

 }

 then {

 permit;

 }

 }

 policy policy\_out\_VPN-GCP-RTB-BOOT {

 match {

 source-address addr\_172\_16\_4\_0\_24;

 destination-address addr\_10\_36\_0\_0\_24;

 application any;

 }

 then {

 permit;

 }

 }

}

show security zones

security-zone Internal {

 address-book {

 address addr\_172\_16\_4\_0\_24 172.16.4.0/24;

 address 192.168.239.0/24 192.168.239.0/24;

 }

 host-inbound-traffic {

 system-services {

 all;

 }

 }

 interfaces {

 ge-0/0/1.0 {

 host-inbound-traffic {

 system-services {

 ping;

 dhcp;

 http;

 https;

 ssh;

 telnet;

 }

 }

 }

 ge-0/0/4.0;

 }

}

security-zone Internet {

 address-book {

 address addr\_10\_18\_0\_0\_16 10.18.0.0/16;

 address addr\_192\_168\_10\_0\_24 192.168.10.0/24;

 address addr\_10\_34\_0\_0\_16 10.34.0.0/16;

 address addr\_10\_0\_10\_0\_24 10.0.10.0/24;

 address addr\_10\_36\_24\_0\_24 10.36.24.0/24;

 address addr\_10\_36\_23\_0\_24 10.36.23.0/24;

 address addr\_10\_36\_22\_0\_24 10.36.22.0/24;

 address addr\_10\_36\_21\_0\_24 10.36.21.0/24;

 address addr\_10\_36\_4\_0\_24 10.36.4.0/24;

 address addr\_10\_36\_3\_0\_24 10.36.3.0/24;

 address addr\_10\_36\_2\_0\_24 10.36.2.0/24;

 address addr\_10\_36\_1\_0\_24 10.36.1.0/24;

 address addr\_10\_36\_0\_0\_24 10.36.0.0/24;

 address add\_192.168.239.0/24 {

 range-address 192.168.239.2 {

 to {

 192.168.239.101;

 }

 }

 }

 }

 host-inbound-traffic {

 system-services {

 ike;

 }

 }

 interfaces {

 ge-0/0/0.0 {

 host-inbound-traffic {

 system-services {

 https;

 ike;

 ping;

 http;

 }

 }

 }

 st0.0;

 st0.1;

 st0.2;

 st0.3;

 st0.4;

 st0.5;

 st0.6;

 st0.7;

 st0.8;

 }

}